SSO Integration using SAML

**Single Sign on (SS0)**

Single sign-on (SSO) is a property of access control of multiple related, yet independent, software systems. With this property, a user logs in with a single ID and password to gain access to a connected system or systems without using different usernames or passwords,

**Request from Site for Login**

|  |
| --- |
| Domain/prompt.aspx?**SAMLRequest**=jZJNj9owEIbv%2FArkO4nDR8NagEShH0gU0ML20Mtq4gxZS46depwu%2Ffd1kqW73QOqb57x89rv65kRlLoSy9o%2FmXv8WSP5Xj%2BsS6kNibY5Z7UzwgIpEgZKJOGlOC6%2FbcUw4qJy1ltpNXuH3aaACJ1X1nTYZj1n%2B92n7f7LZvfIJ6MsyXEsp%2Bnd6E4C58MJ5zzlYzhzmGYfMB9P0uG5Q7%2Bjo6AzZ0GW9To1oho3hjwYH%\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*%2BVyZUpbjvOukMkvp5Oh8Fhfzx1IstrEitrqC7RHdH9UhIf7revj2rfEvwUGFEJWj9bp3MNGUXSlnET9yNIYotWcdbsRRuCW%2FyXwix%2Bi7yKVGIXfGzWB6uV%2FN3Wm%2FXZuhL8bbtNReWDc3tU1IYqlOqsMGd%2FZZZa2%2BeVQ%2FA4Z97VyPrxP5e%2FzCPm7XSGfDxefH8VfgGcoubT8ALSX23HN6hF79p%2BO%2BmLPw%3D%3D&**RelayState**=https%3A%2F%\*\*\*\*\*\*.stage.\*\*\*\*\*.com%2Fhome&**SigAlg**=http%3A%2F%2Fwww.w3.org%2F2000%2F09%2Fxmldsig%23rsa-sha1&**Signature**=\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Z9e4bgJCbxxGYp3%2FkADbQgr0NfkuwYAPNTan8c4xiNsvOgduIPASDq7ZktJkcX58iZQvvPZogKulB4Q%3D HTTP/1.1 |
| **SAMLRequest** |
| jZJNj9owEIbv%2FArkO4nDR8N\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*9P0uG5Q7%2Bjo6AzZ0GW9To1oho3hjwYH%2Bo8SQcJHyTTE0%2FFKBHD0Y8OXQezyoBv8SfvKxJxTGS1LZSJisxDZF3RVCDEEwenZeUjoOrS8YcX6x%2BVyZUpbjvOukMkvp5Oh8Fhfzx1IstrEitrqC7RHdH9UhIf7revj2rfEvwUGFEJWj9bp3MNGUXSlnET9yNIYotWcdbsRRuCW%2FyXwix%2Bi7yKVGIXfGzWB6uV%2FN3Wm%2FXZuhL8bbtNReWDc3tU1IYqlOqsMGd%2FZZZa2%2BeVQ%2FA4Z97VyPrxP5e%2FzCPm7XSGfDxefH8VfgGcoubT8ALSX23HN6hF79p%2BO%2BmLPw%3D%3D& |
| **RelayState** |
| Redirect URL after login |
| **SigAlg** |
| http%3A%2F%2Fwww.w3.org%2F2000%2F09%2Fxmldsig%23rsa-sha1 |
| **Signature** |
| JEFkLd3haicswpiC3GGwkEzipaasSsYi%2BdAuEQyan8zYF3lJb7p9SyEp3JprA6EtHQirLeDaYI4R5CfCJzbLpBo70OnwoQHaZ9e4bgJCbxxGYp\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*uIPASDq7ZktJkcX58iZQvvPZogKulB4Q%3D |

**Decode Request Format**

|  |
| --- |
| **SamlRequest** |
| jZJNj9owEIbv%2FArkO4nDR8NagEShH0gU0ML20Mtq4gxZS46depwu%2Ffd1kqW73QOqb57x89rv65kRlLoSy9o%2FmXv8WSP5Xj%2BsS6kNibY5Z7UzwgIpEgZKJOGlOC6%2FbcUw4qJy1ltpNXuH3aaACJ1X1nTYZj1n%2B92n7f7LZvfIJ6MsyXEsp%2Bnd6E4C58MJ5zzlYzhzmGYfMB9P0uG5Q7%2Bjo6AzZ0GW9To1oho3hjwYH%2Bo8SQcJHyTTE0%\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*%2FZZZa2%2BeVQ%2FA4Z97VyPrxP5e%2FzCPm7XSGfDxefH8VfgGcoubT8ALSX23HN6hF79p%2BO%2BmLPw%3D%3D |
| **Decoded XML** |
| <samlp:AuthnRequest xmlns:samlp="urn:oasis:names:tc:SAML:2.0:protocol"  xmlns:saml="urn:oasis:names:tc:SAML:2.0:assertion"  ID="\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*"  Version="2.0"  IssueInstant="2017-10-18T07:31:23Z"  Destination="\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*"  ProtocolBinding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST"  AssertionConsumerServiceURL="\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*"  >  <saml:Issuer>https://\*\*\*\*\*\*\*\*\*.com</saml:Issuer>  <samlp:NameIDPolicy Format="urn:oasis:names:tc:SAML:2.0:nameid-format:unspecified"  AllowCreate="true"  />  <samlp:RequestedAuthnContext Comparison="exact" />  </samlp:AuthnRequest> |

**Ref URL to Decode Request**

|  |
| --- |
| https://www.samltool.com/decode.php |
| <http://phpseclib.sourceforge.net/x509/decoder.php> |
| https://idp.ssocircle.com/sso/toolbox/samlDecode.jsp |

**Receiver**

|  |  |
| --- | --- |
| URL | \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*saml\_acs |
| Parameters | SAMLResponse, RelayState |
|  |  |

|  |
| --- |
| **SAML Response** |
| 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\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*+Y0tDWUI3YUQ3U0haR2NHbmxORGo2TFIycGE4enJVRGc5citLanNvT01pNEFPRDFuL0J\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*emJqSmhaOWNrb0NrZm12NE12T0pMdFFNendTem96RGZOc05TN1pVdG9vTXdJcVpvZzc0TURmSTVJa1NwOHAreDRHam1JMFRySmZ1Q0hjSmxEamoxbTAwaFNNMVVCZGdwLzNSTnB5NDlDVmRtb25KelJuZGhwVDBvRmN3cTZWOHpCMGtmWlVldXplYjBhV053PT08L1NpZ25hdHVyZVZhbHVlPjxLZXlJbmZvPjxYNTA5RGF0YT48WDUwOUNlcnRpZmljYXRlPk1JSUZUVENDQkRXZ0F3SUJBZ0lJR3drL05SbGU5VE13RFFZSktvWklodmNOQVFFTEJRQXdnY1l4Q3pBSkJnTlZCQVlUQWxWVE1SQXdEZ1lEVlFRSUV3ZEJjbWw2YjI1aE1STXdFUVlEVlFRSEV3cFRZMjkwZEhOa1lXeGxNU1V3SXdZRFZRUUtFeHhUZEdGeVptbGxiR1FnVkdWamFHNXZiRzluYVdWekxDQkpibU11TVRNd01RWURWUVFMRXlwb2RIUndPaTh2WTJWeWRITXVjM1JoY21acFpXeGtkR1ZqYUM1amIyMHZjbVZ3YjNOcGRHOXllUzh4TkRBeUJnTlZCQU1USzFOMFlYSm1hV1ZzWkNCVFpXTjFjbVVnUTJWeWRHbG1hV05oZEdVZ1FYVjBhRzl5YVhSNUlDMGdSekl3SGhjTk1UY3dPVEUwTURZek56QXdXaGNOTVRnd016QXlNak0xTURNNVdqQTRNU0V3SHdZRFZRUUxFeGhFYjIxaGFXNGdRMjl1ZEhKdmJDQldZV3hwWkdGMFpXUXhFekFSQmdOVkJBTU1DaW91WjJKMFlTNXZjbWN3Z2dFaU1BMEdDU3FHU0liM0RRRUJBUVVBQTRJQkR3QXdnZ0VLQW9JQkFRRElzditaY2VjSE\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*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\*\*\*+bWdvbGRlbkBnYnRhLm9yZzwvc2FtbDpBdHRyaWJ1dGVWYWx1ZT48L3NhbWw6QXR0cmlidXRlPjxzYW1sOkF0dHJpYnV0ZSBOYW1lPSJMYXN0TmFtZSIgRnJpZW5kbHlOYW1lPSJHb2xkZW4iPjxzYW1sOkF0dHJpYnV0ZVZhbHVlPkdvbGRlbjwvc2FtbDpBdHRyaWJ1dGVWYWx1ZT48L3NhbWw6QXR0cmlidXRlPjxzYW1sOkF0dHJpYnV0ZSBOYW1lPSJDdXN0b21lcmlkIiBGcmllbmRseU5hbWU9IjU1MTIyNSI+PHNhbWw6QXR0cmlidXRlVmFsdWU+NTUxMjI1PC9zYW1sOkF0dHJpYnV0ZVZhbHVlPjwvc2FtbDpBdHRyaWJ1dGU+PC9zYW1sOkF0dHJpYnV0ZVN0YXRlbWVudD48L3NhbWw6QXNzZXJ0aW9uPjwvc2FtbHA6UmVzcG9uc2U+ |
| **RelayState** |
| Third party URL |

SAML XML Response

|  |
| --- |
| <samlp:Response ID="\_6b5fc4a8-e47d-48a3-a19d-48f142250066"  InResponseTo="\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*"  Version="2.0"  IssueInstant="2017-10-18T04:18:55Z"  xmlns:samlp="urn:oasis:names:tc:SAML:2.0:protocol"  >  <saml:Issuer xmlns:saml="urn:oasis:names:tc:SAML:2.0:assertion">\*\*\*\*\*\*\*</saml:Issuer>  <Signature xmlns="http://www.w3.org/2000/09/xmldsig#">  <SignedInfo>  <CanonicalizationMethod Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#" />  <SignatureMethod Algorithm="http://www.w3.org/2000/09/xmldsig#rsa-sha1" />  <Reference URI="#\_6b5fc4a8-e47d-48a3-a19d-48f142250066">  <Transforms>  <Transform Algorithm="http://www.w3.org/2000/09/xmldsig#enveloped-signature" />  <Transform Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#">  <InclusiveNamespaces PrefixList="#default samlp saml ds xs xsi"  xmlns="http://www.w3.org/2001/10/xml-exc-c14n#"  />  </Transform>  </Transforms>  <DigestMethod Algorithm="http://www.w3.org/2000/09/xmldsig#sha1" />  <DigestValue>9gjjKMDDl6xZQ4CXCGVCqt5WzNU=</DigestValue>  </Reference>  </SignedInfo>  <SignatureValue>\*\*\*\*\* +x4GjmI0TrJfuCHcJlDjj1m00hSM1UBdgp/3RNpy49CVdmonJzRndhpT0oFcwq6V8zB0kfZUeuzeb0aWNw==</SignatureValue>  <KeyInfo>  <X509Data>  <X509Certificate>MIIFTTCCBDWgAwIBAgIIGwk/ +rF0Fw8zDR/iGZjkwDQYJKoZIhvcNAQELBQADggEBAG5FhJtyra1qm4dTSuKplizhxRoq7agPtjkRmzbEXsiIILkuhDWnWiB0/Mm0p3wPkK5r6W8/xfUnRxmxkrDBNZjaCOk+8i1+tH9DBtw2mvf7WhGE4FGM9W+Z6i+W1up7V0G9WPkTlvZn9hfB/h75Zh5b0XdhfSdCapdSfAxzii2EcT7BQV9V3yfyTZHNgZ23nEZ0hIH2C7gunWgA8KQYiRdKdtkgSkyGB3If8j+LsUgOF3Or1Io5gNX4qvvpXk+jxZVWbIBMQ3Eyf67m1TGkZ6tWywKqUstwflmk/RF0wIX81RLAxAZwradaSp6u1wiUo+KhOXrVZbU/xEpLb9UK/l4=</X509Certificate>  </X509Data>  </KeyInfo>  </Signature>  <samlp:Status>  <samlp:StatusCode Value="urn:oasis:names:tc:SAML:2.0:status:Success" />  </samlp:Status>  <saml:Assertion Version="2.0"  ID="\_3c6600be-4fa9-4e0c-98c6-de3cbe88c4b3"  IssueInstant="2017-10-18T08:24:20.878Z"  xmlns:saml="urn:oasis:names:tc:SAML:2.0:assertion"  >  <saml:Issuer>**\*\*\*\*\*\*\***</saml:Issuer>  <Signature xmlns="http://www.w3.org/2000/09/xmldsig#">  <SignedInfo>  <CanonicalizationMethod Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#" />  <SignatureMethod Algorithm="http://www.w3.org/2000/09/xmldsig#rsa-sha1" />  <Reference URI="#\_3c6600be-4fa9-4e0c-98c6-de3cbe88c4b3">  <Transforms>  <Transform Algorithm="http://www.w3.org/2000/09/xmldsig#enveloped-signature" />  <Transform Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#">  <InclusiveNamespaces PrefixList="#default saml ds xs xsi"  xmlns="http://www.w3.org/2001/10/xml-exc-c14n#"  />  </Transform>  </Transforms>  <DigestMethod Algorithm="http://www.w3.org/2000/09/xmldsig#sha1" />  <DigestValue>Y7F7WepS4GDzuvKaEFiivJ5y87Y=</DigestValue>  </Reference>  </SignedInfo>  <SignatureValue>lTkitwV+PiKXpPLTlfHDA4qNYAG7HOhsz7rwfpsSymKtgVI+3qv2tgCSmfoWfbDus7bMyaHvjjuG79R/\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* /h8zLFbzqardg9rB2hiW4iEhWxWtTf96jU5HWt6gZsCJ9gxHG0DMj1elzZ1OZheQYwk8sAZZOQ3nHeP9198m3yQjgG9nfa13LeVUca9vpzPp3O51vIF2WyQdqBdn78/tS3Gnmpsq/BL8/G9CI0Q==</SignatureValue>  <KeyInfo>  <X509Data>  <X509Certificate>MIIFTTCCBDWgAwIBAgIIGwk\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* 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</X509Certificate>  </X509Data>  </KeyInfo>  </Signature>  <saml:Subject>  <saml:NameID>551225</saml:NameID>  <saml:SubjectConfirmation Method="urn:oasis:names:tc:SAML:2.0:cm:bearer">  <saml:SubjectConfirmationData NotOnOrAfter="2017-10-23T08:24:20.879Z"  Recipient="https://\*\*\*\*\*\*/saml\_acs"  InResponseTo="ONELOGIN\_\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*"  />  </saml:SubjectConfirmation>  </saml:Subject>  <saml:Conditions NotBefore="2017-10-18T08:24:20.879Z"  NotOnOrAfter="2017-10-18T08:29:20.879Z"  />  <saml:AuthnStatement AuthnInstant="2017-10-18T08:24:20.88Z"  SessionIndex="14e8b8e0-0f52-4bd5-bc7f-b8b6f35cfecb"  SessionNotOnOrAfter="2017-10-18T13:24:20.88Z"  >  <saml:AuthnContext>  <saml:AuthnContextClassRef>urn:oasis:names:tc:SAML:2.0:ac:classes:Password</saml:AuthnContextClassRef>  </saml:AuthnContext>  </saml:AuthnStatement>  <saml:AttributeStatement>  <saml:Attribute Name="Email"  FriendlyName="mgolden "  >  <saml:AttributeValue>mgolden </saml:AttributeValue>  </saml:Attribute>  <saml:Attribute Name="FirstName"  FriendlyName="Michael"  >  <saml:AttributeValue>Michael</saml:AttributeValue>  </saml:Attribute>  <saml:Attribute Name="Username"  FriendlyName="mgolden "  >  <saml:AttributeValue>mgolden </saml:AttributeValue>  </saml:Attribute>  <saml:Attribute Name="LastName"  FriendlyName="Golden"  >  <saml:AttributeValue>Golden</saml:AttributeValue>  </saml:Attribute>  <saml:Attribute Name="Customerid"  FriendlyName="551225"  >  <saml:AttributeValue>551225</saml:AttributeValue>  </saml:Attribute>  </saml:AttributeStatement>  </saml:Assertion>  </samlp:Response> |